The Rules Committee has sought information about and input on the influence of technology—including predictable future developments—on the possible rulemaking needed to govern preservation obligations. As broadly defined, various forms of automated technologies, in addition to search technology, are implicated by the question.1

The purpose of this relatively brief article is to highlight certain “hot button” issues arising with respect to automated versus manual search methods and technologies, especially with respect to their current and future use in meeting the initial duty to preserve electronically stored information (ESI). Included in the discussion are certain emerging techniques that are advocated as effective in identifying preservable information in diverse storage applications throughout the enterprise.2

By way of background, we first describe the role of search technology generally, before turning to the preservation context and our evaluation of the need for rulemaking on the topic. In our view, the drafters of the 2006 Federal Amendments wisely did their best to promulgate “technology-neutral” approaches to solving e-discovery issues, and the same result should obtain in 2013.
E-Discovery

Review for Responsiveness and Privilege

The status quo ante consists of the identification and preservation of information in response to potential or pending litigation, followed, when necessary, by collection, culling, processing, and review for relevance and privilege. The latter steps in the process—uniformly regarded as the most costly of the e-discovery workflow due to the involvement of counsel in the process—increasingly have been subject to search-technology enhancements. Whether such methods can be said to be successfully used at the earlier stages of preservation and collection remains a more open question.

Despite its limitations, keyword search, using simple words or word combinations, with or without Boolean operators, is still “[b]y far the most commonly used” methodology in the filtering of data for production of responsive information in discovery. However, alternative search techniques, relying on predictive coding, concept search, and other forms of machine learning, increasingly are being used to prioritize and select documents for review. These techniques are supported by the application of quality control measures, sampling, and project management principles.

Recent studies suggest that appropriate use of these techniques can yield results that are superior to exhaustive manual review, as measured by recall and precision; that is, how effective a given method is in finding all relevant documents, and how accurate it is in eliminating “false positives,” or non-relevant materials, respectively.

As the Sedona Search Commentary states in Practice Point 1, “[i]n many settings involving electronically stored information, reliance solely on a manual search process for the purpose of finding responsive documents may be infeasible or unwarranted. In such cases, the use of automated search methods should be viewed as reasonable, valuable, and even necessary.”

Nevertheless, even with the most advanced automated techniques, it has become clear that some level of manual review—at initial stages of coding, as a quality control check throughout, and especially for privilege—remains an important part of the workflow process designed to assure that relevant and non-privileged material is identified and produced. We also readily acknowledge that in smaller cases, traditional manual review may continue to constitute the primary means for accomplishing the review task.

The Federal Rules and the accompanying Committee Notes do not address or mandate any particular review methodology, nor do they limit the use of technology in its implementation. Courts have correctly concluded that there is no obligation to “examine every scrap of paper in [a party’s] potentially voluminous files,” and have cited Sedona Principle 11 in support of the use of “reasonable selection criteria,” such as search terms or samples to access and identify “potentially responsive electronic data and documents.” Indeed, recent opinions have gone as far as to approve, if not encourage, the use of predictive coding in appropriate circumstances and with appropriate protocols.

More recently, in connection with privilege review issues, the Evidence Advisory Committee has noted that advanced search techniques may play a role in the context of avoiding a finding of privilege waiver. The Victor Stanley I opinion strongly advocated the application of such advanced techniques to future reviews for responsiveness and privilege.

Identification for Preservation

In contrast, the identification of information subject to preservation often must be planned and executed without the benefit of precise knowledge of potential discovery issues. The duty to preserve may arise even before litigation is commenced, and before counsel for the requesting party is identifiable—and certainly before the Rule 26(f) conference. It is not surprising, therefore, that the FJC Survey presented at the 2010 Duke (Civil Litigation) Conference showed limited use of the conference for that purpose. Thus, initial preservation decisions often are made unilaterally, and a party must take into account the uncertainty surrounding eventual discovery. Accordingly, preservation may involve retention of broad categories of ESI (such as key and ancillary custodians, as well as ESI in multiple forms or locations), or searches of potential sources for information within a given time frame, or on specific topics.

Automated search techniques may be used for targeted or selective identification from sources such as archives or LAN servers. Increasingly, it is also argued by vendors that the ability to index the contents of diverse information sources permits centralized search for and identification of information responsive to legal holds in multiple IT systems.

These techniques are said to enable a party to “crawl” across diverse data sources in order to identify content in repositories subject to hold criteria, regardless of custodian or location. Once identified, the material can be “locked down” in place via a hold procedure, or transferred electronically to secure storage pending review and production. The concept of “reaching in” to a variety of indexed content silos, or to material in the cloud, bears a resemblance to an earlier suggestion by one court that a party might meet preservation obligations by “conducting system-wide keyword searching and preserving a copy of each ‘hit.”
Advocates for this approach argue that such an enterprise-wide search can achieve better results than the “unpredictability and inconsistency of self-collection.”

**Preservation Today**

In meeting preservation responsibilities, a party needs to make reasonable and good faith efforts, proportionate to the issues and risks involved; not “every conceivable step” is required. The Sedona Commentary on Proportionality explains that the “burdens and costs of preservation” of potentially relevant information should be “weighed” when determining the “appropriate scope of preservation.” Thus, transient or ephemeral data that is not kept in the ordinary course of business, and that the organization may have no means to preserve, need not be preserved under normal circumstances.

Traditionally, the decision on what documents and data to preserve has been left to the informed judgment of custodians, assisted by counsel and the IT department, as appropriate. This approach is said to be used by “a majority of organizations.”

The “Traditional Approach”

The focus in pre-discovery preservation of ESI is on user-created or unstructured information residing in email, electronic documents, spreadsheets, and other similar materials, as well as structured data in the form of databases. It is the preservation of the unstructured data, however, that presents the most challenges—and leads to the most disputes in reported sanction decisions.

Unstructured information typically is found in active files stored on servers, laptops or office desktops, or other distributed sources (including removable media and mobile devices). It also may be found in third-party cloud-based storage that is under the control of the entity. It may take the form of email and attachments, compressed and encrypted email archives, spreadsheets, text messages, tweets, instant message (IM) chats, or information available on social networks.

The preservation process typically begins with issuance of a litigation hold, triggered by the onset or anticipation of litigation. As described in Zubulake IV “once a party reasonably anticipates litigation, it must suspend its routine document retention/destruction policy and put in place a ‘litigation hold’ to ensure the preservation of relevant documents.” Use of a litigation hold was acknowledged in the Committee Notes to the 2006 Amendments, and its implementation is covered by the recently amended Sedona Commentary on Legal Holds.

A litigation hold notice typically is directed to pertinent custodians to retain potentially relevant documents, including ESI and, in some cases, seeking certification that they have taken steps to ensure that it has not been destroyed. The form of the hold may vary according to the circumstances. It typically spells out the reasons for the hold and lists the topics and types of information subject to hold, as well as the manner in which identified information is to be handled. It may ask targeted custodians to identify other potential custodians of potentially relevant data. There may or may not be automated processes in place to track issuance of the litigation hold and to record communications regarding compliance with it.

The custodian is often responsible for identifying and preserving information stored on the “endpoint devices” he or she uses, such as desktops, laptops, removable media, or mobile devices. Depending on the specificity of the litigation hold, there could be some selectivity involved in applying the criteria. In many (but not all) cases, the information is then collected for purposes of responding to discovery requests, sometimes without any specific attempt to winnow or cull the information prior to institution of the review process.

The IT department and, in some cases, counsel, may play a role, depending on the scope of the preservation effort. IT is usually responsible for accessing enterprise systems, such as databases, and implementing any affirmative actions required to support preservation activities. Selected backup media might or might not be retained, depending on the likelihood that it captured unique copies of relevant materials. LAN drive information, as well as hard drives from desktops or laptops of former employees who were potentially involved in the matters at issue, might be retained if not already redeployed. Procedures to address computer maintenance and repair activities for custodians on hold often also are considered.

If incoming and outgoing email has been routinely archived through message journaling, it may or may not be decided to execute a hold search, at that time, to identify email within the archive subject to the hold. In some cases, multiple keyword searches may be necessary to fully execute litigation holds against other data storage silos.

As recognized by some courts and commentators, there are potential limitations on custodian-centric approaches to meeting a party’s preservation needs to make reasonable and good faith efforts, proportionate to the issues and risks involved; not “every conceivable step” is required. The Sedona Commentary on Proportionality explains that the “burdens and costs of preservation” of potentially relevant information should be “weighed” when determining the “appropriate scope of preservation.” Thus, transient or ephemeral data that is not kept in the ordinary course of business, and that the organization may have no means to preserve, need not be preserved under normal circumstances.

Traditionally, the decision on what documents and data to preserve has been left to the informed judgment of custodians, assisted by counsel and the IT department, as appropriate. This approach is said to be used by “a majority of organizations.”

The “Traditional Approach”

The focus in pre-discovery preservation of ESI is on user-created or unstructured information residing in email, electronic documents, spreadsheets, and other similar materials, as well as structured data in the form of databases. It is the preservation of the unstructured data, however, that presents the most challenges—and leads to the most disputes in reported sanction decisions.

Unstructured information typically is found in active files stored on servers, laptops or office desktops, or other distributed sources (including removable media and mobile devices). It also may be found in third-party cloud-based storage that is under the control of the entity. It may take the form of email and attachments, compressed and encrypted email archives, spreadsheets, text messages, tweets, instant message (IM) chats, or information available on social networks.

The preservation process typically begins with issuance of a litigation hold, triggered by the onset or anticipation of litigation. As described in Zubulake IV “once a party reasonably anticipates litigation, it must suspend its routine document retention/destruction policy and put in place a ‘litigation hold’ to ensure the preservation of relevant documents.” Use of a litigation hold was acknowledged in the Committee Notes to the 2006 Amendments, and its implementation is covered by the recently amended Sedona Commentary on Legal Holds.

A litigation hold notice typically is directed to pertinent custodians to retain potentially relevant documents, including ESI and, in some cases, seeking certification that they have taken steps to ensure that it has not been destroyed. The form of the hold may vary according to the circumstances. It typically spells out the reasons for the hold and lists the topics and types of information subject to hold, as well as the manner in which identified information is to be handled. It may ask targeted custodians to identify other potential custodians of potentially relevant data. There may or may not be automated processes in place to track issuance of the litigation hold and to record communications regarding compliance with it.

The custodian is often responsible for identifying and preserving information stored on the “endpoint devices” he or she uses, such as desktops, laptops, removable media, or mobile devices. Depending on the specificity of the litigation hold, there could be some selectivity involved in applying the criteria. In many (but not all) cases, the information is then collected for purposes of responding to discovery requests, sometimes without any specific attempt to winnow or cull the information prior to institution of the review process.

The IT department and, in some cases, counsel, may play a role, depending on the scope of the preservation effort. IT is usually responsible for accessing enterprise systems, such as databases, and implementing any affirmative actions required to support preservation activities. Selected backup media might or might not be retained, depending on the likelihood that it captured unique copies of relevant materials. LAN drive information, as well as hard drives from desktops or laptops of former employees who were potentially involved in the matters at issue, might be retained if not already redeployed. Procedures to address computer maintenance and repair activities for custodians on hold often also are considered.

If incoming and outgoing email has been routinely archived through message journaling, it may or may not be decided to execute a hold search, at that time, to identify email within the archive subject to the hold. In some cases, multiple keyword searches may be necessary to fully execute litigation holds against other data storage silos.

As recognized by some courts and commentators, there are potential limitations on custodian-centric approaches to meeting a party’s preservation
obligations. These include the problem of inconsistent and idiosyncratic methods for preserving ESI; late identification of key evidence; the possibility of metadata spoliation; the issue of self-interest or bias on the part of the end-user charged with the task; the non-lawyer’s absence of legal knowledge, including as to relevancy; and a general failure of attorneys to adequately supervise the process where it involves multiple (and sometimes huge numbers of) would-be custodians.

IT is usually responsible for accessing enterprise systems, such as databases, and implementing any affirmative actions required to support preservation activities.

The issue is highly fact-specific, however, and in some contexts it can be quite reasonable, indeed even necessary, to rely on the assistance of custodians in selecting material subject to a litigation hold, given their greater familiarity with the specific language used and the methods and locations of retention. In addition, if it is deemed infeasible to achieve satisfactory results, other methods are available to supplement custodian-based preservation.

For example, copies might be made of specific custodians’ mailboxes and files from active drives and other networked shared sites. Backup tape rotations may be modified so as to retain potentially relevant backups. In addition, a forensic image can be made of desktop or mobile environments to remove the element of risk that deleted information could escape preservation.

One key issue, regardless of the form of the information, is whether to leave the information in place (i.e., on live networks) or to undertake its collection and storage for potential use in future discovery. Preservation in place has been subject to criticism. Collectively, these concerns point toward counsel being more actively involved in ensuring that thoroughness in preservation and collection is achieved. As one of the authors has pointed out elsewhere, however, the specific role of retained counsel in implementing a team-based approach is determined by the party, upon whom the obligation to preserve lies. In any event, a party should work with its IT staff in fashioning ways to work within existing platforms and networks to more efficiently preserve and collect ESI across the enterprise.

A cautionary note about the use of technology in preservation is in order, however, as described next.

Future Developments

First, we believe that there are dangers lurking in over-reliance on state-of-the-art automated technologies, such as predictive coding, in attempting to completely satisfy a party’s early preservation obligations. The proven efficacy of predictive coding for purposes of early case assessment and document review notwithstanding, such techniques simply remain unproven at this time in addressing the more comprehensive (and risk-laden) obligation to retain ESI for the purposes of preservation, and thus may raise defensibility “red flags” if and when challenged.

Second, the capabilities of emerging automated technology to enable search of the indexed content of multiple storage silos has been the subject of extravagant and largely unproven claims. The purported advantages include an enhanced ability to manage the repositories pursuant to policy and to avoid the “save-everything” mentality. Some offerings also claim a capability to “automatically update the hold” as the data is revised or new data is added.

There is little publicly available information about the enterprise search approach, although one commentator describes it as a “proactive” approach, which is “now a reality, and is used by an increasing number of firms to prepare for litigation.” There are, however, knowledgeable skeptics who point to the costs and practicability issues involved.

For example, it has been suggested that “the reality of poor connectivity, slow storage, highly mobile decision makers and the radical growth of corporate ESI have kept this promise [enterprise-wide indexing and search] from becoming reality for most corporations.” Other serious impediments include the very real limits raised by concerns involving inter-connection or control of related corporate entities. It is also possible that significant barriers may be created by the existence of multinational data storage in countries subject to strict data privacy barriers.

Whatever the level of optimism that in the near future successful methods of enterprise search will emerge, it remains the case that at least for today, counsel’s active involvement in fashioning clear and consistent guidance for custodians to implement a hold, coupled with greater involvement of IT staff, constitutes best practice in this area.

Rulemaking

The 2006 Amendments suggest that parties to civil actions in federal courts should discuss preservation at the Rule 26(f) conference, in order to arrive at practical agreements on scope, timing, and the mechanics to be employed in carrying out a legal hold.
The authors strongly endorse this approach, when feasible, given the need for a change in culture to deal with the profound and irrevocable changes involving electronic information. The Sedona Conference® Cooperation Proclamation is supportive of this effort as well. In many cases, parties can successfully agree on practical limitations on custodians, date ranges, and search and retrieval methodologies for the preservation stage.

We do not recommend, however, that Rule 26 or its Committee Note be amended to indicate a preference for any particular methodology or technology to be used in implementing preservation obligations. It is simply not possible to anticipate the rapidly changing needs to which clients and their counsel may need to respond.

As one Respondent in the poll of The Sedona Conference® WG1 Members put it, “[t]he growing dominance of the cloud, handhelds and social networking were almost entirely out-of-mind in 2006. Why would any thinking person assume that we are done with development of new and innovative ways to create, communicate and store information?”

The rules deal only with outcomes and leave to parties the determination of the most reasonable steps needed to comply.

The Rules Committee correctly has refused to “take sides,” or to require expenditures or investments in technology; the rules deal only with outcomes and leave to parties the determination of the most reasonable steps needed to comply. Thus, while there may be advantages to centralization of search techniques for purposes of preservation, it should not become an obligation under the Federal Rules any more than it already is under the common law. Sedona Principle 6 correctly posits that the choice of “procedures, methodologies, and technologies appropriate for preserving and producing” ESI should be, absent agreement, made by the party in the best position to assess its own capabilities. We agree with that proposition.

The goal, after all, is not perfection in executing preservation, but rather, reasonable efforts. Smaller organizations, for example, “may meet the requirements” of their compliance efforts with “less formality and fewer resources than would be expected of large organizations.”

The Federal Rules should, however, continue to encourage parties to develop reasonable policies and practices to manage ESI throughout its life cycle.

An innovation of the 2006 Amendments, Rule 37(e), was intended to provide reassurance to those executing preservation obligations in good faith that a loss through routine processes would not be sanctionable. One of the authors has advocated that this provision be strengthened and broadened.

At the very least, existing provisions could be strengthened through acknowledgement in advisory notes and in more detailed local rules that encourage parties to consider the use of innovative techniques across the entire e-discovery spectrum, including at the preservation stage.

Conclusion

As one of the authors recently noted, the “re-engineering [of] the discovery process [is] playing out against the backdrop of profound, transformational change.” The authors have no doubt that a bright future exists for the legal profession in harnessing the power of artificial intelligence and other 21st Century information retrieval methods, so as to accomplish the goals of Federal Rule 1. However, it would be premature to assume that alternative search methods, including but not limited to predictive coding, are mature enough to be used in a defensible manner for purposes of meeting preservation obligations.

Moreover, while increased centralization of data management by entities may create opportunities to assist in preserving “low-hanging fruit” through enterprise search, as discussed above, the prospect of its availability does not justify abandonment of settled preservation practices, including custodian-based collection, when appropriate.
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Valentin v. Bank of New York Mellon Corp., 2011 WL 1466122, at *2 (S.D.N.Y. April 14, 2011) (search methodology needed where there are large volumes of data is not necessarily appropriate in cases with smaller volumes because reasonable steps, not perfection, is the goal).

Commentary to the Sentencing Guidelines for the United States Courts, Title 18, Effective Compliance and Ethics Program, 18 USSC Appx. § 8B2.1(C)(iii) (“In appropriate circumstances, reliance on existing resources and simple systems can demonstrate a degree of commitment that, for a large organization, would only be demonstrated through more formally planned and implemented systems.”).


Connecticut recently amended its Rules to provide this approach. See Sec. 13–14 Connecticut Practice Book (2011) (eff. Jan. 2012) (limiting sanctions “for failure to provide information, including electronically stored information, lost as the result of the routine, good-faith operation of a system or process in the absence of a showing of intentional actions designed to avoid known preservation obligations”), copy at http://www.jud.ct.gov/Publications/PracticeBook/11PB_070511.pdf.